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Technology

A face-scanning algorithm increasingly decides
whether you deserve the job

HireVue claims it uses artificial intelligence to decide who'’s best for a job. Outside experts call it ‘profoundly
disturbing.’
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The Secretive Company
That Might Eind Privacy as

We Know It

A little-known start-up helps law enforcement match photos of
unknown people to their online images — and “might lead to a
dystopian future or something,” a backer says.

Black man in New Jersey misidentified by
facial recognition tech and falsely jailed,

lawsuit claims

The plaintiff is suing prosecutors and officials in Woodbridge Township over his arrest in 2019.




WHAT IS THE Al RMF?

Voluntary resource for organizations designing,
developing, deploying, or using Al systems to manage
Al risks and promote trustworthy and responsible Al

Rights-preserving
Flexibly applied

Measurable
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Operationalizing Trustworthiness

NIST Al Risk Management Framework
Playbook




Al RMF PROFILES

Tailored guidance for a specific setting or
application based on the requirements, risk
tolerance, and resources of the Framework user



THANK YOU

A Contact us via email at

For more info on the NIST Al RMF, visit
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